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UBS KeyLink 

System Requirements 

How to get the most out of your electronic 
banking solution. 
 

 
 

 
 
 

 

In order to use UBS KeyLink the following specifications 
apply: 
 

• Windows 8.1 or higher (Windows 10 recommended) 

• The browser should be the latest supported version of 
Internet Explorer, Google Chrome or Microsoft Edge 
and be JNLP enabled 

• Oracle Java Runtime Environment JRE 8 – update 202 or 
higher 

• The recommended JRE version can be downloaded 
here: https://www.java.com/en/download/manual.jsp 

• Adobe Acrobat Reader recommended 

 

UBS KeyLink is not currently supported for Mac OS 
 
Configurations other than the above may work but are not 
guaranteed and not technically supported 
 
Please be advised that various changes to your company’s 
firewall may be necessary 
 
We recommend that you keep your operating system and 
Internet browser updated with the latest security features 
and supporting updates 
 
For further Security Recommendations, please refer to the 
KeyLink Internet page: 
http://www.ubs.com/1/e/ebanking/ubskeylink/security.html 
 
The offering and the functional range of UBS KeyLink are 

subject to the applicable local laws. 

 
Key contact information 
 
To find out how UBS KeyLink e-banking solutions can 
benefit you, please contact UBS AG, Global KeyLink 
Services. 
 
Global Helpline Toll-Free Number: 
+41-848-888 848 
 
Regional Helplines: 
 
Americas +1-203-719 3800 
E-mail*: sh-keylink@ubs.com 
 
Europe, Middle East and Africa +41-44-239 0607 
E-mail*: sh-keylink-emea@ubs.com 
 
Asia-Pacific +65-6495 8740 
E-mail*: sh-keylink-apac@ubs.com 
 
 
On the internet: ubs.com/keylink 
 
Or contact your UBS account manager. 
 
* (a) E-mails can involve substantial risks, e.g. lack of confidentiality, potential 
Manipulation of contents and/or sender’s address, incorrect recipient  
(misdirection), Viruses etc. UBS assumes no responsibility for any loss or damage 
resulting from the use of e-mails. UBS recommends in particular that you do not 
send any sensitive information, that you do not include details of the previous 
message in any reply, and that you enter e-mail address(es) manually every time 
you write an e-mail. 
 
(b) As a matter of principle, UBS does not accept any orders, revocations of 
orders or authorizations, blocking of credit cards, etc., sent by e-mail. Should 
such an e-mail nevertheless be received, UBS is not obliged to act on or respond 
to the e-mail. Please notify UBS immediately if you received this e-mail by 
mistake or if you do not wish to receive any further e-mail correspondence.  
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